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Abstract—RF-powered computers are small devices that compute and communicate using only the power that they harvest from RF signals. While existing technologies have harvested power from ambient RF sources (e.g., TV broadcasts), they require a dedicated gateway (like an RFID reader) for Internet connectivity.

We present Wi-Fi Backscatter, a novel communication system that bridges RF-powered devices with the Internet. Specifically, we show that it is possible to reuse existing Wi-Fi infrastructure to provide Internet connectivity to RF-powered devices. To show Wi-Fi Backscatter’s feasibility, we build a hardware prototype and demonstrate the first communication link between an RF-powered device and commodity Wi-Fi devices. We use off-the-shelf Wi-Fi devices including Intel Wi-Fi cards, Linksys Routers, and our organization’s Wi-Fi infrastructure, and achieve communication rates of up to 1 kbps and ranges of up to 2.1 meters. We believe that this new capability can pave the way for the rapid deployment and adoption of RF-powered devices and achieve ubiquitous connectivity via nearby mobile devices that are Wi-Fi enabled.

Categories and Subject Descriptors
C.2.1 [Network Architecture and Design]: Wireless communication
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1. Introduction
It is increasingly becoming feasible to perform low-end computing, sensing, and more recently communication [17] by harvesting power from ambient RF signals including TV, cellular, and Wi-Fi transmissions [26, 27, 22]. This technology is intriguing because it may be embedded inexpensively into everyday objects to help realize the pervasive vision of the “Internet of Things” [9]: objects that operate and communicate with each other when they are nearby, all without the need to ever plug them in or maintain batteries.

Existing technologies, however, lack the central component in this vision of an RF-powered Internet of Things: an ability to connect RF-powered devices to the Internet. Using conventional radio communication to achieve this connectivity is challenging, since it consumes orders of magnitude more power than is available in ambient RF [23]. Communication techniques like ambient backscatter [17] enable these devices to communicate with each other; but...
measurements, which the mobile device uses to decode messages from the Wi-Fi Backscatter tag.

We also enable downlink communication to the Wi-Fi Backscatter tag. While the mobile device can send Wi-Fi packets directly to the tag, the latter cannot decode Wi-Fi transmissions. Instead, Wi-Fi Backscatter relies on low-power circuit designs that can detect energy corresponding to a Wi-Fi packet (see Fig. 4). Specifically, as shown in the figure, the mobile device sends a pattern of short Wi-Fi packets — the presence (absence) of the short Wi-Fi packet encodes the ‘1’ (‘0’) bit. The Wi-Fi Backscatter tag decodes this information by using our low-power energy detector to differentiate between the presence and absence of Wi-Fi packets. In §4, we develop the above ideas further and design Wi-Fi Backscatter to work in the presence of multiple Wi-Fi devices in the network.

To show the feasibility of our designs, we build prototype devices that are optimized to backscatter and harvest Wi-Fi signals at frequencies spanning the entire 2.4 GHz Wi-Fi band. We evaluate our prototype in various scenarios with commodity Wi-Fi devices including Intel Wi-Fi cards and the Wi-Fi infrastructure in our organization. We use the RSSI information that is widely available on commodity Wi-Fi devices. We also use the Intel CSI toolkit [13] to extract the finer-grained CSI information. Our results show the following.

- The Wi-Fi devices can reliably decode information on the uplink at distances of up to 65 cm and 30 cm using CSI and RSSI information respectively. This is achieved at bit rates ranging from 100 bps to 1 kbps. The uplink range can be increased to more than 2.1 meters by performing coding at the Wi-Fi device.
- The uplink can operate using only the ambient Wi-Fi transmissions in the network. Specifically, the Wi-Fi device can use RSSI information extracted from all the packets transmitted by the AP in our organization to achieve uplink bit rates between 100 bps and 200 bps, depending on the network load.
- The prototype can detect Wi-Fi packets as short as 50 µs at distances of up to 2.2 meters; this translates to a bit rate of 20 kbps on the downlink. The downlink range can be further extended to about 3 meters by reducing the bit rate to 5 kbps.

Contributions: We make the following contributions:

- We introduce a novel communication system that connects RF-powered devices (Wi-Fi Backscatter tags) to the Internet via existing Wi-Fi infrastructure.
- We design an uplink communication channel that allows Wi-Fi Backscatter tags to convey information to Wi-Fi devices by modulating the Wi-Fi channel information including CSI and RSSI.
- We design a downlink communication channel where Wi-Fi devices encode information in the presence or absence of Wi-Fi packets; the Wi-Fi Backscatter tags use low-power circuits to detect Wi-Fi packets and decode this information.
- Finally, we build a hardware prototype for Wi-Fi Backscatter and demonstrate the first communication link between a Wi-Fi Backscatter tag and commodity Wi-Fi devices.

While the bit rates demonstrated in this paper are not high, we believe that the ability to communicate at even low rates between RF-powered devices and existing Wi-Fi infrastructure is a significant capability that would be critical for the commercial adoption of an RF-powered Internet of Things.

2. **Wi-Fi Backscatter Overview**

Wi-Fi Backscatter is a novel communication system that enables RF-powered devices to communicate directly with commodity Wi-Fi devices. As shown in Fig. 2, Wi-Fi Backscatter has three main actors: a Wi-Fi reader, a Wi-Fi helper, and an RF-powered Wi-Fi Backscatter tag. In principle, the reader and helper can be any commodity Wi-Fi device, including routers and mobile devices. The Wi-Fi reader leverages the channel information from the Wi-Fi helper’s packets to decode the transmissions from the tag.

![Wi-Fi Reader](image)

![Wi-Fi Backscatter Tag](image)

**Figure 2—Wi-Fi Backscatter Overview.** It has three actors: a Wi-Fi reader, a Wi-Fi helper, and a RF-powered device (Wi-Fi Backscatter tag). The reader and helper can be any commodity Wi-Fi device, including routers and mobile devices. The Wi-Fi reader leverages the channel information from the Wi-Fi helper’s packets to decode the transmissions from the tag.

At a high level, Wi-Fi Backscatter imitates RFID communication using a Wi-Fi device. Specifically, the Wi-Fi Backscatter tag communicates by modulating the transmissions from the Wi-Fi helper. The Wi-Fi reader decodes these transmissions by using the channel changes that are created on the received Wi-Fi packets. In principle, Wi-Fi Backscatter can have multiple Wi-Fi helper devices (e.g., multiple APs or other Wi-Fi client); in this paper, however, we focus on using a single Wi-Fi helper device. For the downlink, the Wi-Fi reader transmits directly to the Wi-Fi Backscatter tag by encoding information in short Wi-Fi packets interspersed by silence. The tag decodes these transmissions using a low-power circuit design that can detect energy from Wi-Fi packets.

In the rest of this paper, we describe the design of the Wi-Fi Backscatter uplink in §3 and the downlink in §4. We then generalize our description to work in the presence of multiple Wi-Fi devices in §5. Finally, we evaluate our prototype in various scenarios.

3. **WiFi Uplink**

Wi-Fi Backscatter enables communication on the uplink from an RF-powered device to the Wi-Fi reader. This is challenging however because it is not feasible for these devices to speak the Wi-Fi protocol. Instead we transmit data by modulating the Wi-Fi channel as seen in the Wi-Fi reader channel state information. In this section we describe the Wi-Fi Backscatter uplink in more detail.
3.1 Modulating Wi-Fi Channel at the tag

The Wi-Fi Backscatter tag conveys information by modulating the Wi-Fi channel. To do this, it uses a low power switch that allows the antenna impedance to be modulated by a transmitted bit stream. The antenna’s impedance affects the amount of signal that is reflected by the tag. By modulating this impedance, the tag can convey ‘1’ and ‘0’ bits. These switches consume less than 1 µW of power, which is negligible. Our prototype design optimizes the choice of the switch to operate well at frequencies spanning the entire 2.4 GHz Wi-Fi band.

The Wi-Fi Backscatter tag can in principle use a variety of antennas including monopoles and dipoles. For our prototype, we designed a special-purpose antenna for the Wi-Fi Backscatter tag that is capable of both impedance modulation as well as Wi-Fi energy harvesting. Specifically, we design a microstrip “patch” antenna, as the gain of this antenna can be relatively high with respect to its size. Our antenna design takes into consideration a key factor of system performance: the extent of radar cross section changes that the antenna is capable of achieving. The radar cross-section refers to the amount of incident Wi-Fi signals that can be reflected by an antenna; the contrast between the radar cross-section when the tag is reflecting versus not reflecting will determine the impact of the tag on a nearby Wi-Fi receiver. To improve the radar cross-section, we design an array of microstrip patches, each of which resonates at 2.4 GHz, but which act together to collaboratively scatter incident RF and therefore produce a larger change in the radar cross-section. Wi-Fi antenna design is a broad topic and one can use other antenna topologies that can significantly reduce the size of the antenna [18]. This, however, is not in the scope of this paper.

Finally, the minimum period with which our tag changes its impedance is larger than the duration of a Wi-Fi packet. That is, the duration of each transmitted bit is greater than the time it takes to transmit a few Wi-Fi packets. This ensures that the act of modulating does not change the channel within every Wi-Fi packet, thus allowing nearby Wi-Fi communication to proceed with minimal interference. We also note that the Wi-Fi Backscatter tag modulates the Wi-Fi channel only when queried by the reader. Further, the tag can adapt the modulation rate by increasing the duration of each bit, enabling our tag to adapt the resulting data rate to the Wi-Fi network traffic conditions (see [15]).

3.2 Decoding algorithm at the Wi-Fi reader

Next, we describe how the Wi-Fi reader extracts the modulated Wi-Fi channel corresponding to the packets from the helper. To understand how the reflections at a Wi-Fi Backscatter tag affect the Wi-Fi channel, we run the following experiment. We place an Intel Wi-Fi Link 5300 card, which acts as a Wi-Fi reader, next to a Wi-Fi Backscatter tag. We configure the tag to modulate an alternating sequence of zero and one bits. The Wi-Fi reader downloads a 1 GB media file from a Linksys WRT54GL AP, which acts as a Wi-Fi helper. The helper is placed 5 meters away from the Wi-Fi Backscatter tag. Fig. 4 plots the CSI in Wi-Fi sub-channel 19 as a function of the packet number. The plot clearly shows a binary modulation on top of the captured channel measurements.

Our decoding algorithm extracts this modulated information in three main steps: (1) Signal conditioning to remove the variations in the channel measurements due to mobility in the environment; (2) Leveraging frequency diversity across the Wi-Fi sub-channels; and (3) Decoding the backscattered bits from the channel information.

(1) Signal Conditioning. The goal of this step is two-fold: 1) remove the natural temporal variations in the channel measurements due to mobility in the environment, and 2) normalize the channel measurements to map to -1 and +1 values. In particular, to remove the temporal variations, we subtract a moving average from the channel measurements at the Wi-Fi reader; the moving average is computed over a duration of 400 ms in our experiments. The above operation creates zero-mean channel measurements without the temporal variations. Next, we normalize these measurements such that the channel corresponding to a one bit from the Wi-Fi Backscatter tag maps to a +1 and that corresponding to a zero bit maps to a -1. Since we do not know the actual bits transmitted, we instead perform this normalization by computing the absolute values of the zero-mean channel measurements and then taking their average. We then divide the zero-mean channel measurements with this computed average to get the normalized channel values.

(2) Exploiting Wi-Fi Frequency/Spatial Diversity. Wi-Fi transmissions span a bandwidth of 20 MHz. At such a wide bandwidth, it is well known that the signals experience frequency diversity where the amplitude and the phase of the channel measurements vary significantly with the Wi-Fi OFDM subcarriers. Similarly, multipath issues result in similar variations across antennas. Thus, one would expect that some of the Wi-Fi subcarriers and antennas experience a stronger effect due to the reflections from the Wi-Fi Backscatter tag. To empirically check this effect, Fig. 4 plots the probability density functions (PDF) of the normalized channel values for each adjacent pair of the 60 Wi-Fi subcarriers (resulting in 30 “sub-channels”) available from the Intel card. The PDF is computed over channel measurements taken across 42,000 Wi-Fi packets. Fig. 4 shows three main points: First, for about 30 percent of the Wi-Fi sub-channels, we see two Gaussian signals centered at +1 and -1; these represent the two-reflection states at the tag. Secondly, the variance in the channel measurements, i.e., noise, changes significantly with the sub-channel being used. Finally, some of the sub-channels do not see two distinct Gaussian signals. This corresponds to frequencies where the effect of backscatter is very weak, due to...
multipath effects. Thus, we observe significant frequency diversity within the 30 Wi-Fi sub-channels even when the Wi-Fi Backscatter tag is placed next to the Wi-Fi reader. We exploit this frequency diversity to increase the reliability of Wi-Fi Backscatter’s uplink communication. Specifically, the Wi-Fi reader performs the following two steps:

1. **Step 1: Identify the good Wi-Fi sub-channels/antennas.** Ideally, if the combination of a set of Wi-Fi sub-channels and antennas that have a strong signal from the Wi-Fi Backscatter tag is consistent across locations, then we could decode the information from the tag using only that combination. The challenge however is that the set of “good” sub-channels and antennas varies significantly with the position (and therefore multipath profile) of the Wi-Fi Backscatter tag.

   ![Figure 5](image)

   **Figure 5**—Wi-Fi sub-channels with BER $< 10^{-2}$ at various distances. For each Wi-Fi sub-channel, the figure shows the experiments where decoding using only that sub-channel achieves a bit error rate less than $10^{-2}$. The plot shows that the set of good sub-channels varies significantly with the position (and therefore multipath profile) of the Wi-Fi Backscatter tag.

2. **Step 2: Combining information across the good Wi-Fi sub-channels.** A naive approach to do this is to simply add up the information across all the sub-channels. This is, however, not optimal because the noise variance may vary even across the good sub-channels. Instead the Wi-Fi reader combines the information across the sub-channels by computing a weighted average where sub-channels with low noise variance are given a higher weight, while those with higher noise variance are given a lower weight.

   More formally, say $CSI_i$ is the normalized CSI computed on the $i$th good Wi-Fi sub-channel. The Wi-Fi reader performs a linear combination of the normalized CSI across these sub-channels by weighting them with the noise variance. Specifically, the reader computes the following summation:

   $$CSI_{weighted} = \sum_{i=1}^{G} \frac{CSI_i}{\sigma_i^2}$$

   where $G$ is the total number of good sub-channels, and $\sigma_i^2$ is the noise variance in the $i$th sub-channel. Effectively, the above equation gives a larger weight to Wi-Fi sub-channels where the noise variance is low (and hence a higher confidence). The above computation is similar to maximum ratio combining techniques used in traditional communication that are known to be optimal for Gaussian noise. In scenarios where the Wi-Fi reader has multiple antennas, the above computation can be performed for each antenna and the summation can be taken across all the antennas.

3. **Decoding bits from the Wi-Fi Backscatter tag.** To do this, the Wi-Fi reader can use a simple thresholding mechanism on $CSI_{weighted}$. Specifically, if $CSI_{weighted}$ is greater than zero, the receiver outputs a ‘1’ and a ‘0’ otherwise. We note the following:

   - The CSI information provided by the off-the-shelf Wi-Fi devices is inherently noisy. To account for these noisy measurements, we add redundancy to our transmissions. Specifically, each bit transmitted by the tag corresponds to multiple channel measurements (i.e., received Wi-Fi packets) at the receiver. The Wi-Fi reader repeats the above procedure for all these channel measurements and uses a simple majority vote to compute the transmitted bits.
   - Since the Wi-Fi medium is shared and bursty in nature, it is unlikely that every bit transmitted by the tag sees the same number of Wi-Fi packets (and the corresponding channel measurements). To account for this, we use the timestamp that is in every Wi-Fi packet header to accurately group Wi-Fi packets belonging to the same bit transmission. We then perform majority voting over the corresponding channel measurements.
   - Finally, the Intel cards used in our experiments report spurious changes in the CSI once every so often. We see this behavior even in a static network with no mobility. To account for this spurious behavior, we use a hysteresis mechanism. Specifically, we use two thresholds, $Thresh_0$ and $Thresh_1$, corresponding to the 0 and 1 bits. The receiver outputs a one (zero) bit only when the received channel value is greater (smaller) than $Thresh_0$ ($Thresh_1$). We set the threshold values to be $\mu \pm \sigma^2$, where $\mu$ and $\sigma$ are the mean and standard deviation of $CSI_{weighted}$ computed across packets. The above heuristic works effectively in our experiments.

### 3.3 Decoding Using RSSI

While the 802.11n Wi-Fi specification requires per-subchannel channel state information to be made available on newer Wi-Fi chipsets, most existing chipsets only provide the RSSI information. RSSI is a single metric that provides a measure of the cumulative Wi-Fi signal strength across all the sub-channels. In this section, we describe how the Wi-Fi reader can decode the reflected information from the Wi-Fi Backscatter tag using only RSSI.

To do this, we employ a decoding algorithm similar to that described earlier. Specifically, we perform signal conditioning, hysteresis, and thresholding to decode the information exactly as in the algorithm from [12]. We note that depending on the Wi-Fi chipset, the RSSI information available is either a single value per packet or an RSSI value per antenna in the case of MIMO receivers. In scenarios with multiple RSSI channels (e.g., multiple antennas), we select the best RSSI channel using the maximum correlation mechanism. In particular, the receiver correlates with the packet preamble and picks the RSSI channel that has the maximum correlation value. Finally, we note that since RSSI is a single value that repre-
sent all Wi-Fi sub-channels and the RSSI bit resolution is limited, the BER performance is better with CSI information than RSSI.

3.4 Increasing Uplink Communication Range

The algorithm described so far assumes that the reflections from the Wi-Fi Backscatter tag create a distinctive difference in the channel values between a one and a zero bit. While such an algorithm is effective at small distances from the Wi-Fi reader (in our experiments up to 65 centimeters), it breaks down at larger distances. To see this, consider the channel measurements in Fig. 6 at a distance of two meters between the Wi-Fi Backscatter tag and the Wi-Fi reader. The figure shows that there are no two distinct levels in the channel measurements, which is in contrast to Fig. 4.

Wi-Fi Backscatter uses coding to increase its uplink communication range. Specifically, the tag transmits two orthogonal codes of length \( L \) each, to represent the one and the zero bits. The Wi-Fi reader correlates the channel measurements with the two codes and outputs the bit corresponding to the larger correlation value.

- Wi-Fi Backscatter repeats the above correlation operation on all the frequency sub-channels and picks the Wi-Fi sub-channels that provide the maximum correlation peaks.
- The communication range of the system can be increased by increasing the code length, \( L \). This is because correlation with a \( L \) bit long code provides an increase in the SNR that is proportional to \( L \). Our evaluation shows that with a correlation length of 20 bits, the communication range can be increased to 1.6 meters. The uplink communication range can be further increased to 2.1 meters by increasing the correlation length to 150 bits.
- Since the tag still only transmits bits (now the bit duration expanded by \( L \)) and does not perform any decoding operations, the power consumption of the tag does not increase. The Wi-Fi reader on the other hand is a powered device and can perform the above correlation operations.

4. Wi-Fi Backscatter Downlink

Next, we describe how Wi-Fi Backscatter enables communication on the downlink from the Wi-Fi reader to a Wi-Fi Backscatter tag. The challenge in achieving this is that, on one hand, the reader can only transmit Wi-Fi packets; on the other hand, a Wi-Fi Backscatter tag cannot decode Wi-Fi transmissions. Instead, we design a novel circuit for the tag that can detect the energy during a Wi-Fi packet from a nearby transmitter. We then have the Wi-Fi reader encode information in the presence and absence of Wi-Fi packets. In the rest of this section, we describe the encoding mechanism at the Wi-Fi reader and the receiver design at the tag.

![Figure 6—Raw CSI measurements for a single Wi-Fi sub-channel in the presence of the Wi-Fi Backscatter tag one meter away.](image)

The figure shows that at larger ranges, there are no longer two distinct levels in the CSI measurements. Thus, we need to design a different decoding mechanism to achieve higher ranges.

4.1 Encoding at the Wi-Fi reader

The Wi-Fi reader encodes information using the presence or absence of a Wi-Fi packet. Specifically, as shown in Fig. 7, the reader encodes a ‘1’ bit with presence of a Wi-Fi packet and a ‘0’ bit with silence (i.e., the absence of Wi-Fi packets). The duration of the silence period is set to be equal to that of the Wi-Fi packet. To enforce other Wi-Fi devices in the vicinity to not transmit during the silence periods, the Wi-Fi reader transmits a \( CTS\_\text{to\_SELF} \) packet before transmitting the message. The message consists of both the preamble bits and the payload bits (including the CRC).

4.2 Wi-Fi Backscatter tag receiver design

The goal of our receiver is to differentiate between the presence and absence of a Wi-Fi packet and decode the bits transmitted by the Wi-Fi reader. At a high level, we design a low-power Wi-Fi energy detection circuit that leverages the RF harvesting capabilities of our device. Traditional energy detection approaches compute the
average energy in the received signal and use a highly sensitive receiver to detect the presence of energy on the wireless medium. This approach however is not suitable in our scenario since the receiver is low power in nature and hence has a very low sensitivity. Further, Wi-Fi transmissions are modulated using OFDM, which is known to have a high peak to average ratio [3]. Said differently, the average energy in the Wi-Fi signal is small, with occasional peaks spread out during the transmission.

Thus, the Wi-Fi Backscatter tag leverages a specially designed RF energy detector based on peak detection to decode information from the Wi-Fi Backscatter reader. As shown in Fig. 3 our receiver circuit has four main components: an envelope detector, a peak finder, a set-threshold circuit and a comparator. The role of the envelope detector circuit is to remove the carrier frequency (2.4 GHz) of the Wi-Fi transmissions. This is a standard circuit design similar to that used in RFID systems. We however tune the circuit elements to be optimal over the whole 2.4 GHz Wi-Fi frequency ranges.

The peak detector circuit captures and holds the peak amplitude of the received signal. It uses a diode, an operational amplifier, and a capacitor that can store the peak amplitudes as its charge. In order to adapt to time-varying channel conditions, it however does not hold this peak value indefinitely; the resistor network that is part of the set-threshold circuit allows the charge on the capacitor to slowly dissipate, effectively “resetting” the peak detector over some relatively long time interval. The output of this peak-detection circuit is halved to produce the actual threshold; this is performed by the capacitor element in the set-threshold circuit. Finally, the comparator takes two inputs: the threshold value and the received signal, and outputs a one bit whenever the received signal is greater than the threshold value and a zero bit otherwise.

We note that the receiver circuit described above can detect packets as small as 50 \( \mu \text{s} \). Thus, it can differentiate Wi-Fi packet lengths up to that resolution. Specifically, since longer packets can be intuitively thought of as multiple small packets sent back-to-back without any gap, the Wi-Fi Backscatter tag outputs a continuous sequence of ones corresponding to each long packet. By counting the number of ones, Wi-Fi Backscatter can resolve the length of a Wi-Fi packet to a resolution of 50 \( \mu \text{s} \).

Further, the above circuit requires only a very small amount of power to operate (around 1 \( \mu \text{W} \)), and can therefore be left ON at all times. However, the microcontroller requires a relatively large amount of power (several hundred \( \mu \text{W} \)) in its active mode. To reduce overall power consumption, the Wi-Fi Backscatter tag keeps the microcontroller in a sleep state as much as possible by operating under two main modes:

- **Preamble detection mode.** The receiver spends most of its time in this mode detecting preambles at the beginning of potential reader transmissions. To reduce the power consumption of doing this, we leverage that there is no information in between the transitions of bits output by our receiver circuit. Thus, we keep the microcontroller asleep until a new transition occurs at the comparator’s output. We then correlate the intervals between these transitions with the reference intervals for the preamble. If the transition intervals match the preamble, the receiver knows that a packet is about to begin and thus enters the next mode.

- **Packet decoding mode.** In this mode, the microcontroller again reduces the power consumption by sampling the signal only in the middle of each transmitted bit. Specifically, the microcontroller wakes up briefly to capture each sample, then sleeps until the next bit, thus saving considerable power. After the known packet length has expired, the microcontroller fully wakes up and attempts to decode the packet by performing operations such as framing and CRC checks for the Wi-Fi Backscatter messages transmitted on the downlink.

### 5. Wi-Fi Backscatter in a General Wi-Fi Network

Typical Wi-Fi networks have multiple Wi-Fi devices that all share the same wireless medium; most of these devices are likely to be unaware of the Wi-Fi Backscatter protocol. Wi-Fi Backscatter’s downlink design addresses the problem of multiple Wi-Fi devices by using a \( \text{CTS}_{\text{-to}} \_ \text{SELF} \) packet that prevents other Wi-Fi devices from interfering with its transmissions. The presence of multiple Wi-Fi devices, however, is problematic for the uplink design in §3.

In particular, the Wi-Fi reader uses the channel measurements from the helper’s packets to decode the information send by the Wi-Fi Backscatter tag. The assumption, however, is that for every bit sent by the Wi-Fi Backscatter tag, the Wi-Fi reader receives channel measurements from at least a few helper packets. Since Wi-Fi uses a random access MAC protocol, the number of packets per second transmitted from the Wi-Fi helper depends on the traffic in the network. Ideally, if the Wi-Fi Backscatter tag can identify the helper packets, it can ensure that there are an equal number of helper packets for each transmitted bit. This is however difficult since our Wi-Fi Backscatter tags cannot decode the Wi-Fi headers and hence cannot accurately identify the helper packets.

Wi-Fi Backscatter addresses this problem by having the Wi-Fi Backscatter device adapt its transmission rate for different network traffic loads. Specifically, the Wi-Fi reader computes the average number of packets the helper (e.g., an AP) can transmit for the current network conditions. Suppose the Wi-Fi helper can transmit, on average, \( N \) packets per second given the current network load and suppose the Wi-Fi reader requires the channel information from \( M \) packets to reliably decode each bit. Given these parameters, the rate at which the Wi-Fi Backscatter tag sends bits is given by \( \frac{M}{N} \) bits per second. The Wi-Fi reader computes this bit rate and transmits this information in the query packet addressed to the Wi-Fi Backscatter tag. The latter uses this bit rate while transmitting bits on the uplink to the Wi-Fi reader. We note the following key points:

- **Dealing with bursty traffic.** While the above computation is based on the average statistics, Internet traffic in general is known for its bursty nature. Thus, it is unlikely that every bit from the Wi-Fi Backscatter tag affects the same number of helper packets. To address this problem, the Wi-Fi reader uses the timestamp information in the Wi-Fi header to bin the channel measurements to the correct bit boundaries. Further, the Wi-Fi reader provides conservative bit rate estimates to the Wi-Fi Backscatter device to minimize the probability of not receiving channel information for some of the transmitted bits.
Using the AP’s beacon packets.

• Leveraging traffic from all Wi-Fi devices. In general, the Wi-Fi reader can leverage transmissions from all Wi-Fi devices in the network and combine the channel information across all of them to achieve a high data rate in a busy network. Since most of the traffic in a wireless network is downlink traffic [16], using the AP as a helper and leveraging its transmissions can eliminate the need for introducing additional traffic.

• Using the AP’s beacon packets. The Wi-Fi reader can use the periodic beacon packets transmitted by Wi-Fi APs to decode the bits from the tag. Such an approach, while reducing the data rates, would have minimal overhead on the Wi-Fi network throughput. In §7.3, we evaluate the feasibility of this approach.

6. Prototype Implementation

We build a prototype of our Wi-Fi Backscatter tag that is optimized to operate across the 2.4 GHz Wi-Fi channels. The prototype has a 2.4 GHz antenna, shown in Fig. 9, that can both modulate the Wi-Fi channel and harvest RF signals. The harvesting circuit we use is similar to those proposed in prior systems [13, 26, 24]. Our antenna is comprised of an array of six elements, each of which is a small micro-strip patch that is connected to both an RF switch and a full-wave diode rectifier that provides RF-to-DC power conversion. The ADG902 RF switch [4] from Analog Devices was selected for its broad bandwidth, low power, and good switching isolation at 2.4 GHz. Skyworks SMS7630 RF detector diodes [2] were selected for their high rectification efficiency at low RF power levels. The antenna is connected to an MSP430G2553 running custom firmware with receive and transmit logic implementations.

On the uplink, a hardware timer module of the TI MSP430 microcontroller is used to generate a bit clock and drives a simple firmware module. Each packet consists of a Wi-Fi Backscatter preamble, payload and a postamble. The reader uses the preamble and postamble to recover the bit clock from the transmitted signals. We use a 13-bit Barker code that is known for its good auto-correlation properties [6]. For the downlink, we implement the circuit design in [14] that allows us to identify the presence of Wi-Fi packets. We implement the energy saving mechanisms as described in [14]. Each packet has a preamble, a payload, and a postamble. We note that the power consumption of our transmit circuit is 0.65 µW, while that of the receiver circuit is 9.0 µW. Our results show that the Wi-Fi power harvester can continuously run both the transmitter and receiver from a distance of one foot from the Wi-Fi reader. Additionally, in a dual-antenna system with both Wi-Fi and TV harvesting, the full system could be powered with a duty cycle of around 50% at a distance of 10 km from a TV broadcast tower, independent of the distance from the Wi-Fi reader.

7. Uplink Evaluation

First, we evaluate Wi-Fi Backscatter’s uplink communication from our prototype device to the Wi-Fi reader. We measure the impact of various parameters including the distance between our prototype and the Wi-Fi reader, the transmission rate of the Wi-Fi helper, and its distance from the prototype device.

7.1 Uplink BER versus Distance

We compute the uplink bit error rate (BER) observed at the Wi-Fi reader as a function of the distance from the prototype device. In this section, we focus on the efficiency of our decoding algorithm from §3.2 that is designed to operate at short ranges. Later in §7.3, we evaluate the long range uplink communication design from §3.2.

Experiments. We use Intel Link 5300 cards as both our Wi-Fi helper and reader devices. The devices are configured to run on Wi-Fi channel 6 in the 2.4 GHz range. The results for the other 2.4 GHz Wi-Fi channels are similar and are not presented for lack of space. We inject traffic from the Wi-Fi reader to be in monitor mode. The helper is placed three meters away from the prototype device. The reader collects the CSI information for the helper’s packets, using the Intel CSI Tool toolkit.
from [13] on its three antennas. The Wi-Fi reader is configured to perform the algorithm in §3.2 that first identifies the good Wi-Fi sub-channels, combines them using maximum-ratio combining, and finally uses majority voting across channel measurements to decode the bits. We note that one of the antennas on our Intel device almost always reported significantly low CSI values. To avoid introducing bias, we included the CSI measurements from this antenna in our algorithm. The prototype device is set to transmit at various distances between five centimeters and 65 centimeters from the Wi-Fi reader. In each run of the experiment, the prototype device transmits a 90-bit payload message (including the Wi-Fi Backscatter preamble). We repeat the experiment 20 times at each distance value and compute the bit error rate (BER) by comparing the received bits with those transmitted across all the packet transmissions in the location. Since we transmit a total of 1800 bits, if we do not see any bit errors, we set the BER to $5 \times 10^{-4}$. The bit error rate depends on the average number of channel measurements for each bit; thus, we measure the BERs for different average number of Wi-Fi packets from the helper we use to represent each bit.

Results. Fig. 10(a) shows the BER as a function of the distance between the Wi-Fi reader and the prototype device. Fig. 10(b) shows the corresponding results when using the RSSI information at the Wi-Fi reader, instead of CSI. The plots show the following:

- The BER increases with the distance between the prototype device and the Wi-Fi reader. This is expected because as the distance increases, the reflections from the prototype device experience higher attenuation and hence are more susceptible to noise.
- As the number of packets per bit increases, the BER significantly reduces. This is because with more packets per bit, the Wi-Fi reader receives more channel measurements and hence can achieve higher reliability using the majority voting procedure.
- The CSI information provides higher ranges and better BERs than the RSSI. This is because CSI gives us detailed channel information in each Wi-Fi OFDM sub-channel. In contrast, RSSI is a single value averaged across all the sub-channels. Thus, CSI values have more information and hence achieve lower BERs.
- Wi-Fi Backscatter can achieve distances of up to 65 cms using an average of 30 packets/bit, with the CSI information. The RSSI information, on the other hand, provides a range of about 30 cms assuming a target BER of $10^{-2}$. In §10 we show how to increase this range further using our correlation mechanism.

Effect of frequency diversity. Next we evaluate the benefits of leveraging frequency diversity across all the Wi-Fi sub-channels. Specifically, we compare two main schemes:

1. Random-Subchannel: We pick a random Wi-Fi sub-channel and use it to decode bits from the prototype device.
2. Our algorithm: We use the algorithm described in §3.2 which picks the best Wi-Fi sub-channels, combines them using maximum-ratio combining, and then decodes bits from the prototype device.

Fig. 11 shows the BER results using the two algorithms for the case where we use 30 Wi-Fi packets per bit. The plot shows that using a random Wi-Fi sub-channel performs poorly and does not operate reliably at distances greater than 15 centimeters. In contrast, our algorithm significantly reduces the BER and also operates at much larger distances. This demonstrates that leveraging frequency diversity provides substantial benefits for our uplink channel.

7.2 Data Rate Versus Helper’s Transmission Rate

The above set of experiments analyzes the achievable bit rate as a function of the average number of Wi-Fi packets required to represent each bit. The actual bit rate achieved, however, depends on the packet transmission rate at the Wi-Fi helper device. In this section, we measure the bit rate achieved by our system for different transmission rates at the Wi-Fi helper device.

Experiments. We fix the locations of the Wi-Fi reader (Intel Wi-Fi Link 5300 card) and the prototype device to be five centimeters away from each other. The Wi-Fi helper device (Intel Wi-Fi Link 5300 card) is again placed 3 meters away from the prototype device. We later present results for larger helper distance values. To change the number of packets transmitted per second at the helper device, we insert a delay between injected packets. In our network, which is running on the same Wi-Fi channel as our organization’s Wi-Fi device, this results in a transmission rate between 240 and 3070 packets per second. For each of these transmission rates, the prototype device transmits at four different bit rates (100, 200, 500, and 1000 bits/sec). We measure the achievable bit rate by measuring the maximum bit rate at which the computed average BER is less than $10^{-2}$. We compute the average achievable bit rate by taking the mean of the achievable bit rates across multiple runs.

Results: Fig. 12 plots the achievable bit rate as a function of the Wi-Fi helper’s transmission rate (packets per second). The plot shows that as the number of packets transmitted per second at the helper...
device increases, the achievable bit rate increases. The bit rate is around 100 bits/s at a helper transmission rate of 500 packets/s and is 1 kbps when the transmission rate is about 3070 packets/s. We note that these bit rates are more than sufficient for a majority of the sensing and Internet of Things applications.

7.3 Bit Rate Versus Wi-Fi Helper Location

Finally, we evaluate the effects of the Wi-Fi helper’s location on the probability of decoding correct packets from the Wi-Fi Backscatter tag at the reader. To do this, we place the prototype device and the Wi-Fi reader (Intel Wi-Fi Link 5300 card) such that they are 5 centimeters away from each other, in location 1 in Fig. 13. We then place the Wi-Fi helper device (Intel Wi-Fi Link 5300 card) in locations 2-5 that span line-of-sight and non-line-of-sight scenarios and are at distances of 3-9 meters from the tag, as shown in Fig. 13. The average CSI values span 3-50 across these locations. Note that location 5 is in a different room from our prototype device. In each of our experiments, the prototype device transmits 20 packets at a bit rate of 100 bps. We compute the average packet delivery probability, i.e., the fraction of packets received correctly at the Wi-Fi reader, at each of the above locations.

Fig. 14 plots the packet delivery probability as a function of different Wi-Fi helper device locations. The figure shows that this probability is high across all the helper locations. We also note that the Wi-Fi reader can successfully decode our packets even when the helper device is not in the same room as our prototype device. This demonstrates that the communication capabilities on the uplink are fairly independent of the Wi-Fi helper location and depend only on the distance between the Wi-Fi reader and the prototype device.

7.4 Using Only Traffic on the Network

Our experiments so far create additional traffic on the network to communicate from the prototype device to the Wi-Fi helper. We evaluate the feasibility of uplink communication without the need for this additional traffic. Specifically, we run experiments in a lab environment in our organization by configuring the Wi-Fi helper to be in monitor mode and capturing all the packets transmitted by the organization’s AP. We place the Wi-Fi reader (an Intel Wi-Fi Link 5300 card) at a fixed distance of five centimeters away from the prototype transmitter. We run experiments once every 10 minutes and compute the achievable uplink bit rate (the maximum rate at which the bit error rate at the Wi-Fi helper is less than $10^{-7}$). We also log the average number of Wi-Fi packets in the network as seen by our Wi-Fi reader device.

Fig. 15 plots the achievable uplink bit rate as a function of time. For reference, we also plot the average number of all Wi-Fi packets as seen by the Wi-Fi helper device. The figure shows that the achievable bit rate is proportional to the number of packets on the network. This is because the better the Wi-Fi network utilization, the more the opportunities for the Wi-Fi reader to receive packets from the AP. Since the uplink bit rate depends on the transmission rate of the Wi-Fi helper device (which in our case is the AP), a better-utilized network results in higher data rates. The key point here is that we can establish the uplink communication channel without introducing additional traffic on the network.

7.5 Using only Beacon Packets

Finally, we check the feasibility of using only the periodic beacon messages from the AP. We use an Intel Wi-Fi Link 5300 card configured as the AP and an Intel Wi-Fi Link 5300 card as a Wi-Fi reader. The reader does not generate any traffic on the network and passively listens to the beacon messages periodically transmitted by the access point. No other device is associated with the access point,
At a target BER of $10^{-5}$, our prototype can efficiently identify Wi-Fi packets as small as 50 $\mu$s, 100 $\mu$s, and 200 $\mu$s. The figure shows that at a target BER of $10^{-2}$, the prototype device can achieve bit rates of 20 kbps at distances of 2.13 m. The range can be increased to 2.90 m by decreasing the bit rate to 10 kbps.

but it operates on channel 6, which is the same frequency as our organization’s Wi-Fi network. We run experiments from 2-3 PM on a weekday. We place the Wi-Fi Backscatter tag 5 centimeters away from the reader and compute the achievable bit rate by measuring the maximum rate at which the reader can decode the tag’s transmissions at a BER less than $10^{-2}$. Since Intel cards do not currently provide CSI information for beacon packets, we again use RSSI for these experiments. We repeat the experiments for different beacon frequencies at the Wi-Fi AP. Fig. 16 shows that as expected the achievable bit rate increases with the beacon frequency. The key takeaway from these results, however, is that Wi-Fi Backscatter can establish uplink communication using only the AP’s beacon packets and hence need no additional traffic to be generated on the network.

8. DOWNLINK EVALUATION

Next, we evaluate the performance of our downlink communication channel. Here, the Wi-Fi reader conveys information by encoding bits in the presence and absence of Wi-Fi packets. We evaluate the BER performance as well as the false-positive rate.

8.1 Downlink BER Versus Distance

We compute the bit error rate (BER) as a function of the distance between the Wi-Fi Backscatter tag and the Wi-Fi reader. At each distance, the Wi-Fi reader transmits a total of 200 kilobits to the Wi-Fi Backscatter tag across multiple transmissions. The transmit power at the reader is set to +16 dBm (40 mW). In each transmission, the reader encodes a ‘1’ bit as the presence of a packet and a ‘0’ bit as its absence. We run experiments with three different packet sizes of 50 $\mu$s, 100 $\mu$s, and 200 $\mu$s at the reader, corresponding to bit rates of 20 kbps, 10 kbps, and 5 kbps. The Wi-Fi Backscatter tag uses its thresholding circuit as described in §4.2 to decode the transmitted bits. We then compute the BER by comparing the decoded bits with the transmitted bits.

Fig. 17 plots the BER as a function of the distance. The plot shows the following:

- As expected, the BER increases with the distance between the Wi-Fi Backscatter tag and the reader. Similarly, the BER values are better at lower bit rates.
- Our prototype can efficiently identify Wi-Fi packets as small as 50 $\mu$s from nearby devices.
- At a target BER of $10^{-2}$, the Wi-Fi Backscatter downlink can achieve bit rates of 20 kbps at distances of 2.13 meters between the two devices. The range can be increased to 2.90 meters by decreasing the bit rate to 10 kbps.

8.2 Downlink False-Positive Rate

Finally, we measure the false-positive rate experienced by our downlink communication channel. We define the false-positive rate as the number of events per hour where, in the absence of a Wi-Fi Backscatter enabled Wi-Fi transmitter, our prototype device falsely detects the Wi-Fi Backscatter preamble in Fig. 7 and wakes up the microcontroller to perform decoding. To measure this, we place our receiver prototype 30 centimeters away from our network AP. To ensure that there is consistent traffic on the network, we stream music from Pandora [3] from one of the connected clients for the whole duration of the experiment. The receiver prototype is configured to log false-positive events, i.e., events when it detects the known preamble. We run our experiments during peak hours and configure our prototype to detect preambles where each bit is 50 $\mu$s.

Fig. 18 shows the number of false positive events per hour at our prototype receiver, as a function of the time of the day. The figure shows that the maximum false positive rate we observe in our setup is less than 30/hour. These low numbers are expected, because it is unlikely that normal Wi-Fi traffic generates a structure that matches the Wi-Fi Backscatter preamble in Fig. 7.

9. EFFECT OF REFLECTIONS ON WI-FI COMMUNICATION

Next, we evaluate the effects of the reflections created by our prototype device on communication between a Wi-Fi transmitter-receiver pair. Specifically, we stress-test the system when the Wi-Fi Backscatter tag is at close distances to the receiver. Note that in practice, a Wi-Fi Backscatter device modulates only when queried by a Wi-Fi reader. However to stress-test the system, we set Wi-Fi Backscatter to continuously send bits at two different data rates of 1 kbps and 100 bps. Since Wi-Fi uses bit rate adaptation, we fix the Wi-Fi receiver and the prototype in location 1 in Fig. 13 and move the Wi-Fi transmitter across the remaining locations. The devices use their default bit rate adaptation algorithms. We use built-in Wi-Fi of a Lenovo Thinkpad laptop as the transmitter and a Linksys WRT54GL AP as the receiver. In each run of the experiment, the Wi-Fi transmitter sends UDP packets for two minutes, and logs the throughput observed every 500 ms. We compute the average

\footnote{Note that we do not evaluate the effect of Wi-Fi Backscatter’s downlink design on Wi-Fi traffic. Experimental evaluation of the effect of non Wi-Fi traffic on CTS_to_SELF and CTS_to_SELF on Wi-Fi traffic has been explored in prior work [10].}
using long code sequences of length $N$. The Wi-Fi Backscatter tag encodes zero and one bits with these code sequences to decode the bits as described in §3.4.

We vary the distance between the Wi-Fi reader and the prototype and measure the correlation length at which the observed bit error rate at the Wi-Fi reader is less than $10^{-2}$.

Fig. 20 plots these correlation lengths as a function of the distance between the reader and our prototype. The figure shows that as the correlation length increases, the range at which Wi-Fi Backscatter’s uplink operates also increases. Specifically, using a correlation length of 20 bits, we establish the uplink communication link at distances of about 1.6 meters between the Wi-Fi reader and the prototype. The required correlation length increases significantly with the distances between the Wi-Fi reader and the prototype. Specifically, at distances of 2.1 meters, we need a correlation length of about 150 bits. While this would reduce the effective bit rates achieved on the uplink, we emphasize that establishing a communication link between Wi-Fi Backscatter tags with existing Wi-Fi devices, albeit at a low rate, is beneficial for a large class of Internet-of-Things applications.

11. RELATED WORK

Wi-Fi Backscatter is related to work on RFID systems [8, 22, 29], which use dedicated powered infrastructure (RFID readers) to provide power and enable communication with battery-free tags. The cost of deploying and maintaining such an infrastructure has tempered the adoption of these systems. In contrast, the key value proposition of RF-powered devices is that they can harvest ambient RF signals (e.g., TV, cellular, and Wi-Fi) and thus eliminate the need for dedicated infrastructure. Since traditional radio communication consumes significantly more power than is available in RF signals [23], it has thus far been challenging to connect these devices to the Internet. Wi-Fi Backscatter addresses this problem with a novel system that bridges RF-powered devices and the Internet.

Wi-Fi Backscatter is also related to recent work on ambient backscatter communication [17] that enables two RF-powered devices to communicate by scattering ambient TV signals. While ambient backscatter can enable a network of RF-powered devices to communicate with each other, it does not provide Internet connectivity. A naive option is to deploy powered infrastructure devices that are equipped with both ambient backscatter communication and traditional power-consuming radios, but this diminishes the key benefit of RF-powered systems: an ability to operate without dedicated infrastructure. Wi-Fi Backscatter enables RF-powered devices to communicate with existing Wi-Fi infrastructure, bringing us closer to the vision of an RF-powered Internet of Things.

Wi-Fi Backscatter also differs from both RFID and ambient backscatter systems in that these systems decode backscatter information from a single continuous signal source, i.e., an RFID reader or a TV tower. Further, the decoding is performed on custom hardware that is specially designed for this purpose. In con-
trast, this paper introduces a method to modulate the Wi-Fi channel and demonstrates that we can perform decoding on off-the-shelf Wi-Fi devices. Further, we show how to detect Wi-Fi packets and communicate using such a capability.

Finally, recent work has demonstrated the ability to harvest power from ambient signals including TV [26, 19, 15, 25], and cellular transmissions [22, 23]. More recently, researchers have demonstrated the ability to harvest energy from Wi-Fi transmissions [22, 21, 11, 12] harvests and backscatterings signals using transmissions from Agilent 89600 custom 2.4 GHz transceiver hardware and [22, 11] show the feasibility of power harvesting using signals from off-the-shelf Wi-Fi access points. Wi-Fi Backscatter builds on this work but is complimentary in that it transforms existing Wi-Fi signals into a communication medium for battery-free devices. Specifically, we are the first to establish a communication link between RF-powered devices and commodity Wi-Fi devices.

12. Conclusion

RF-powered devices hold the promise to realize a pervasive vision of the “Internet of Things” where devices may be embedded into everyday objects and can achieve computation, sensing, and communication, all without the need to ever plug them in or maintain batteries. This paper provides the critical component in this vision of RF-powered Internet of Things: an ability to connect RF-powered devices to the Internet.

We present Wi-Fi Backscatter, a novel communication system that bridges RF-powered devices with the Internet. We show that it is possible to reuse existing Wi-Fi infrastructure to provide Internet connectivity to RF-powered devices. We show the feasibility of our approach by building a hardware prototype and demonstrating the first communication link between an RF-powered device and commodity Wi-Fi devices. We run experiments with off-the-shelf Wi-Fi devices and achieve communication rates of up to 1 kbps and ranges of up to 2.1 m. We believe that this new capability is critical for the commercial adoption of RF-powered Internet of Things.
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